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Large Language Models (LLMs) are increasingly integrated into software applications, giving rise to a broad
class of prompt-enabled systems, in which prompts serve as the primary ‘programming’ interface for guiding
system behavior. Building on this trend, a new software paradigm, promptware, has emerged, which treats
natural language prompts as first-class software artifacts for interacting with LLMs. Unlike traditional software,
which relies on formal programming languages and deterministic runtime environments, promptware is
based on ambiguous, unstructured, and context-dependent natural language and operates on LLMs as runtime
environments, which are probabilistic and non-deterministic. These fundamental differences introduce unique
challenges in prompt development. In practice, prompt development remains largely ad hoc and relies heavily
on time-consuming trial-and-error, a challenge we term the promptware crisis. To address this, we propose
promptware engineering, a new methodology that adapts established Software Engineering (SE) principles to
prompt development. Drawing on decades of success in traditional SE, we envision a systematic framework
encompassing prompt requirements engineering, design, implementation, testing, debugging, evolution,
deployment, and monitoring. Our framework re-contextualizes emerging prompt-related challenges within
the SE lifecycle, providing principled guidance beyond ad-hoc practices. Without the SE discipline, prompt
development is likely to remain mired in trial-and-error. This paper outlines a comprehensive roadmap for
promptware engineering, identifying key research directions and offering actionable insights to advance the
development of prompt-enabled systems.
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2 Chen et al.

1 Introduction
Large Language Models (LLMs), such as GPT [5], LLaMA [43], and DeepSeek [8], are increasingly
integrated into software applications across diverse domains [20, 29, 47, 51]. Major technology
companies, including Microsoft, Google, Amazon, and Apple, have integrated LLMs into their
software products [35], reaching millions of users.

This trend has given rise to a broad class of prompt-enabled systems, in which LLMs are embed-
ded as core components and prompts serve as the primary ‘programming’ interface for shaping the
behavior and outputs of LLMs [41]. Recognizing the central role of prompts, practitioners have
introduced template-based approaches, such as the Liquid prompt template [2] and the LangChain
prompt template [36], to support prompt programming. Building on these developments, prompt-
ware has emerged as a new software paradigm that treats natural language prompts as first-class
software artifacts, complementing or encapsulating traditional code to enable software functionality
through direct interaction with LLMs [22].
Promptware fundamentally differs from traditional software in two key aspects: language and

runtime environment. Unlike structured programming languages with strict syntax and determin-
istic behavior, prompts are written in natural language, which is flexible, context-dependent, and
ambiguous. This makes formalizing prompt construction and analysis challenging. Additionally,
while traditional software typically relies on deterministic runtime environments, promptware uses
probabilistic, non-deterministic LLMs as runtime environments, introducing unique challenges such
as human-like behaviors, unclear capability boundaries, undefined error handling, and uncertain
execution control. These complexities make prompt development particularly difficult.

Prompt engineering has been a widely adopted solution for prompt development [40]. OpenAI
defines it as ‘designing and optimizing input prompts to effectively guide a language model’s
responses’ [3]; Meta calls it ‘a technique used in natural language processing to improve the
performance of the language model by providing more context and information about the task at
hand’ [4]. These organizations have published official guidelines to support prompt engineering [1,
4], but they share a critical limitation: they are output-centric and lack systematic methodologies
for prompt development.
In practice, prompt engineering often relies on ad hoc, experimental approaches [14, 23, 30, 34,

35, 38, 41], especially as prompt-enabled systems become increasingly complex—what we refer to as
the promptware crisis. Existing studies [14, 30, 34, 38] show that prompt engineering is largely trial-
and-error, time-consuming, and challenging, with even experienced engineers facing difficulties.
This highlights the urgent need for a systematic, development-centric framework to move beyond
the ad hoc approaches and address the growing challenges of the promptware crisis.
In this paper, we introduce promptware engineering, a new methodology that applies Software

Engineering (SE) principles to prompt development, providing a unified and principled framework
to address prompt-related challenges systematically. This vision is driven by two key rationales:
(1) As LLMs become integral to an expanding range of software applications, prompts have emerged
as crucial software components. Thus, promptware has surfaced as an evolving software paradigm,
with prompt development increasingly recognized as a new form of programming [30]. This
shift positions prompt development as a vital aspect of SE. (2) Current prompt development
practices are often ad hoc and experimental, driven by unique complexities. However, decades of SE
advancements highlight the value of systematic approaches to manage complexity, ensure quality,
and support iterative improvements, underscoring the potential to transform prompt development
from an experimental practice into a structured and disciplined process.
Realizing the vision of promptware engineering requires integrating core SE activities, specif-

ically tailored to the unique demands of prompt development. These activities include prompt
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requirements engineering, design, implementation, testing, debugging, evolution, deployment, and
monitoring. To support them, we emphasize the need for innovative research, tools, and automation
throughout the prompt development lifecycle. This paper discusses key challenges and highlights
promising research opportunities in promptware engineering.

2 Preliminaries
This section defines key terminologies and situates our vision within the context of existing research.

2.1 Terminologies
LLMs, such as GPT [5] and LLaMA [43], are increasingly integrated into software applications to
perform diverse tasks [32, 34, 53]. Such LLM-based software applications are also referred to as
prompt-enabled systems [30], in which prompts serve as the primary interface for interacting with
LLMs. Prompts are natural language instructions or queries that define the context, task, or expected
behavior of LLMs [41], enabling these systems to operate without modifying model parameters.
Promptware [22] denotes the software paradigm in which natural language prompts are used as core
artifacts to interact with LLMs, while promptware engineering systematically applies SE principles
to prompt development.
Rather than replacing traditional SE, promptware engineering represents its natural evolution

in the era of LLMs, where established SE activities such as requirements engineering, design,
testing, and deployment remain essential but must be reinterpreted for a setting characterized by
natural-language-based programming interfaces, probabilistic and non-deterministic execution,
dynamically evolving models, and human-like reasoning that introduces ambiguity and bias.

2.2 Related Work
There have been numerous studies combining prompt engineering and SE. Most of these works
focus on prompt engineering for SE. The widespread adoption of LLMs in SE tasks has sparked
significant interest in prompt engineering techniques aimed at improving the effectiveness of LLMs
in these scenarios. Alshahwan et al. [6] proposed a vision for assured LLM-based SE, where prompt
engineering is leveraged as a component of a search-based SE process. Wang et al. [46] conducted
a survey on the use of LLMs in software testing, a critical SE activity. Their findings revealed that
about two-thirds of studies in this domain employ prompt engineering. Fan et al. [15] and Hou
et al. [24] extended the scope of the surveys to encompass the entire SE lifecycle. Fan et al. [15]
reviewed common prompt engineering strategies applied to tasks such as code generation, software
testing, and maintenance. Hou et al. [24] identified eight prompt engineering techniques currently
employed in the LLM for SE domain. Recently, the rise of LLM-based agents in SE has further
highlighted the importance of prompt engineering techniques. These techniques have been widely
adopted in constructing agents to enhance their performance across various SE tasks [31].

In contrast, SE for prompt engineering has not beenwell explored. Existing studies primarily focus
on empirical investigations into the challenges software engineers face during prompt engineering.
Mailach et al. [34] and Parnin et al. [38] studied challenges faced by software practitioners in devel-
oping LLM-based applications, and identified prompt engineering as a key concern. Practitioners
highlighted issues such as the experimental nature of prompting, as well as challenges related to
context length, computational costs, and unpredictable changes in prompts [34]. They also noted
that designing and managing prompts efficiently is time-consuming and resource-constrained [38].
Similarly, Dolata et al. [14] found that freelancers struggle with trial-and-error prompting cycles.
They reported that subtle differences in prompts resulted in inconsistent outputs and identified chal-
lenges in managing experimentation costs. Liang et al. [30] conceptualized prompts as a new type
of program and conducted interviews to understand how developers integrate them into software.
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4 Chen et al.

Fig. 1. Comparison of the traditional software paradigm and promptware.

Their findings revealed that prompt programming is a rapid, unsystematic process, significantly
different from traditional software development. Tafreshipour et al. [41] studied prompt evolution in
real-world projects and reported that only 21.9% of prompt changes are documented. These changes
often result in logical inconsistencies and misalignments between prompts and LLM responses.
Nahar et al. [35] interviewed product teams at Microsoft and confirmed numerous challenges in
integrating LLMs into software products, including those specifically related to prompt engineering.
These studies emphasize the pressing need to transition prompt development from the current
experimental approach to a systematic framework.
Recently, Hassan et al. [22] revisited SE in the foundation model era and identified crafting

effective prompts as an emerging challenge. They proposed solutions such as prompt-aware IDEs
to assist developers in crafting effective prompts. In follow-up work [23], they further envisioned
prompt transpilers to reduce the burden of prompt crafting, shifting responsibility from humans
to AI systems. While these studies provide valuable insight into prompt-related challenges and
potential tooling, they primarily focus on prompt development as a single step rather than treating
prompts as full-fledged software artifacts. In contrast, promptware engineering adopts a full-
lifecycle, engineering-centric perspective, systematically applying SE principles across the prompt
lifecycle. By framing prompts as software artifacts with explicit lifecycle considerations, our frame-
work moves beyond isolated tools or challenge identification and provides structured, systematic
methods for building reliable and maintainable prompt-based systems.

3 Traditional Software Paradigm vs. Promptware
Before exploring the research opportunities in promptware engineering, we first compare prompt-
ware with the traditional software paradigm to analyze its unique characteristics.

Figure 1 illustrates the comparison. Traditionally, software engineers write code using program-
ming languages such as C, Java, and Python. Depending on the language, a compiler or interpreter
translates the code into machine code, bytecode, or an intermediate representation. The translated
code is then executed within a runtime environment, which typically includes components such
as execution engines, runtime libraries, memory management systems, and exception handling
mechanisms.

In contrast, promptware engineers write prompts primarily using natural language, eliminating
the need for traditional compilation or interpretation. Instead, an LLM serves as the runtime
environment, interpreting the input prompt and generating responses based on probabilistic
reasoning and pre-trained knowledge, often in real-time.

This comparison indicates that the unique characteristics of promptware primarily arise from the
distinct nature of its language and runtime environment. In the following, we outline these specific
characteristics, labeled as C1, C2, . . . , C10. A summary of the comparison between promptware
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Table 1. Traditional programming language vs. natural language.

Aspect Programming Language Natural Language
C1. Structure and
Formalism

Highly structuredwith rigorous syntax and
well-defined semantics.

Unstructured, flexible, and open-ended.

C2. Explicitness
and Determinism

Explicit; deterministic behavior. Ambiguous and context-dependent; probabilistic be-
havior.

C3. Correctness
and Quality

Explicit correctness defined by formal spec-
ifications; syntax errors are fatal.

No universal correctness; typos or grammatical errors
may not cause failures, but can subtly alter meaning.

Table 2. Traditional runtime environment vs. LLM as runtime environment.

Aspect Traditional Runtime Environment LLM-as-Runtime Environment
C4. Determinism Same input typically yields the same output. Same prompt can yield different outputs.
C5. Human-Like
Characteristics

Executes code mechanically following pre-
defined logic.

Exhibits human-like characteristics (e.g., contextual
reasoning and social intelligence).

C6. Capability
Boundaries

Well-defined capability boundaries; engi-
neers understand execution rules.

Unclear, evolving capability boundaries; execution
functions as a black box.

C7. Error Han-
dling

Deterministic error handling, with clear er-
ror messages, stack traces, and debugging
mechanisms.

Implicit and unpredictable fault tolerance, without
explicit error signals.

C8. Execution
Control

Precise execution control: step through
code, inspect variables, use debuggers.

Indirect control: adjust prompts heuristically experi-
mentally.

C9. Access Con-
trol

Strict access control: permissions, memory
protections, sandboxing.

Limited access control: vulnerable to security risks,
lack of rigid execution boundaries.

C10. Memory
Management

Explicit memory management: direct con-
trol over allocation and deallocation.

No persistent memory: contextual processing with-
out long-term memory unless external memory
mechanisms are used.

and the traditional software paradigm in terms of language is presented in Table 1, while the
comparison regarding the runtime environment is summarized in Table 2.

3.1 Traditional Programming Language vs. Natural Language
C1. Structure and Formalism: Traditional programming languages are highly structured, with
rigorous syntax and well-defined semantics that enforce precise coding rules. In contrast, natural
language is inherently unstructured, flexible, and open-ended, making it difficult to establish
formalized rules for prompt construction.
C2. Explicitness and Determinism: Traditional programming languages are explicit and deter-
ministic, meaning the same code typically produces the same output. This determinism enables
well-established techniques for analyzing aspects such as data flow, control flow, and dependencies.
In contrast, natural language is ambiguous and context-dependent, relying on prior knowledge,
pragmatics, and contextual cues rather than rigid rules. Its probabilistic nature makes it difficult to
ensure consistent and reliable prompt outcomes, as well as to systematically analyze how prompts
influence model outputs.
C3. Correctness and Quality: In traditional programming, correctness is explicitly defined
through formal specifications, and both functional and non-functional quality attributes can be
systematically measured. Even minor syntax errors can lead to failures or bugs. In contrast, natural
language lacks a universal standard for correctness but follows conventions and guidelines (such
as grammar rules and clarity of intent) that affect a prompt’s effectiveness. While minor typos
or grammatical inconsistencies may not always cause immediate failures, they can subtly alter
meaning, potentially leading to unpredictable or undesired outcomes.
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6 Chen et al.

3.2 Traditional Runtime Environment vs. LLM-as-Runtime Environment
C4. Determinism: Traditional runtime environments are deterministic, meaning the same input
typically produces the same output under identical conditions. Execution follows well-defined rules
dictated by the programming language, system architecture, and compiler or interpreter behavior.
In contrast, LLMs generate responses probabilistically based on learned statistical patterns, resulting
in inherent non-determinism. The same prompt can produce different outputs across executions,
posing challenges for reproducibility, reliability, and consistency in promptware engineering.
C5. Human-Like Characteristics: Traditional runtime environments execute code mechanically
without subjective interpretation. In contrast, LLMs exhibit human-like characteristics, such as
contextual reasoning, emotional alignment, and social intelligence. While these traits enhance
flexibility, they introduce challenges in control, intent alignment, and reliability. LLMs may generate
responses influenced by biases, emotional tone, or implicit assumptions, making promptware harder
to stabilize, predict, and interpret.
C6. Capability Boundaries: Traditional runtime environments have well-defined capability
boundaries, with execution governed by explicit rules and formal models. Engineers can analyze
and predict system behavior based on well-documented specifications. In contrast, LLMs have
unclear and evolving capability boundaries, often exhibiting emergent behaviors. Moreover, LLM
execution functions as a black box—developers lack direct visibility into how prompts are internally
processed, making it difficult to predict, control, or explain outcomes.
C7. Error Handling: Traditional runtime environments handle errors deterministically, providing
well-defined error messages and stack traces. Errors are explicit and follow strict handling protocols.
In contrast, LLMs exhibit implicit and unpredictable fault tolerance. Instead of producing explicit
error messages, they attempt to generate a response, which may be misleading, subtly incorrect, or
entirely hallucinated. This absence of strict error signaling complicates promptware debugging
and reliability assessment.
C8. Execution Control: Traditional runtime environments provide precise execution control,
allowing engineers to step through code line by line, inspect variable states, and utilize debugging
tools. In contrast, LLM execution is opaque—engineers can only influence behavior indirectly
through prompt modifications. Debugging is heuristic and experimental, often relying on iterative
prompt adjustments rather than structured debugging tools. This lack of systematic execution
control makes diagnosing and fixing undesired behaviors more challenging.
C9. Access Control: Traditional runtime environments enforce strict access controls through
permissions, memory protections, and sandboxing. In contrast, LLMs lack fine-grained access
control mechanisms, making them vulnerable to security risks such as prompt injection and
unintended leakage of sensitive information. Ensuring security in promptware is challenging due
to LLMs’ inability to enforce rigid execution boundaries or restrict unauthorized data access.
C10. Memory Management: In traditional runtime environments, memory management is
explicit, with direct control over allocation, deallocation, and garbage collection, ensuring efficient
resource handling. In contrast, LLMs lack persistent memory in the conventional sense and process
inputs contextually, meaning they do not retain state across interactions unless external memory
mechanisms (e.g., databases) are used. For promptware, this creates a challenge in maintaining
continuity and coherence across prompts, especially for tasks requiring long-term dependency
tracking or sustained context across multiple interactions.

4 Promptware Engineering: Roadmap
This section presents a roadmap for promptware engineering, as shown in Figure 2, covering key
SE activities.
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Promptware Engineering

Prompt Requirements
Engineering

O1: LLM-driven prompt RE C4/C5/C6/C9

O2: Functional and non-functional prompt requirements C1/C2/C3/C5/C7/C9

O3: Multi-objective prompt requirements trade-off C4/C5/C8/C9

O4: Ambiguity-resilient prompt specifications C2

Prompt Design

O5: Prompt design patterns C1/C2/C3/C6/C7/C10

O6: Prompt design tools C1

O7: Prompt design metrics C1/C4/C5/C7/C10

O8: Prompt pattern repositories C3/C6/C9/C10

Prompt Implementation

O9: Prompt-centric programming languages C1/C2/C7

O10: Prompt compilation C1/C2/C9

O11: Prompt-centric IDEs C2/C3/C4/C7/C10

O12: Prompt optimization C1/C2/C3

O13: Online prompt implementation C2/C6/C10

O14: Role-playing in prompts C5/C6

O15: Prompt libraries and APIs C1/C2/C9

Prompt Testing and
Debugging

O16: Flaky test of prompts C2/C4/C5

O17: Test input generation in prompt testing C1/C2/C4

O18: Test oracle in prompt testing C1/C2/C3/C4

O19: Test adequacy in prompt testing C1

O20: Unit testing and integration testing of prompts C4/C8

O21: Non-functional testing of prompts C5/C9

O22: Prompt debugging C4/C6/C7/C8/C10

Prompt Evolution
O23: Evolution driven by code, LLM, and user feedback C1/C4/C5/C6

O24: Versioning and traceability C3/C4/C6/C8/C9

Prompt Deployment
and Monitoring

O25: Deployment pipelines and automation C1/C2/C4/C6/C8

O26: Runtime monitoring and observability C3/C4/C5/C6/C7/C9

O27: Adaptive monitoring with feedback loops C2/C4/C5/C10

Fig. 2. Roadmap for promptware engineering, highlighting key activities alongside associated research
opportunities (O1, O2, etc.) and the relevant promptware characteristics (C1 to C10) to be considered for
each opportunity.

4.1 Prompt Requirements Engineering
Requirements engineering (RE) serves as the foundation of software development, focusing on
translating user needs into clear, actionable specifications. In the realm of promptware engineering,
RE involves identifying the requirements and defining the specifications for prompts.
O1: LLM-driven prompt RE (C4, C5, C6, C9). In traditional RE, requirements are primarily
derived from user needs. However, in promptware engineering, requirements must also account for
LLM capabilities and constraints, which influence how prompts are designed, refined, and validated.
First, prompt requirements must align with LLMs’ reasoning ability, language comprehension,

and domain expertise. However, LLMs’ capability boundaries (C6) are unpredictable and evolve,
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necessitating adaptive requirements that can be iteratively refined. Additionally, LLMs exhibit non-
deterministic execution (C4), meaning the same prompt can produce different outputs, complicating
the definition of consistent and testable requirements.
Second, LLMs exhibit human-like characteristics (C5), such as personality [19], biases [45],

emotional alignment [25], and contextual reasoning [16]. These characteristics must be explicitly
accounted for in prompt requirements, especially in culturally sensitive or ethical applications. For
example, requirements should define tone, formality, and ethical safeguards to ensure appropriate
and unbiased interactions.
Furthermore, prompt requirements must also consider security risks of LLMs (C9). Poorly

designed prompts may inadvertently expose sensitive information or be vulnerable to adversarial
manipulation.
To define effective prompt requirements, RE in promptware engineering can integrate insights

from both computer and social sciences, fostering interdisciplinary collaboration among computer
scientists, linguists, and psychologists.
O2: Functional and non-functional prompt requirements (C1, C2, C3, C5, C7, C9). In
traditional SE, functional requirements define the explicit tasks a system must perform, while non-
functional requirements describe quality attributes such as performance, security, and robustness.
This distinction remains essential in promptware engineering but requires adaptation due to the
open-ended and ambiguous nature of natural language prompts (C1, C2).
Functional prompt requirements need to ensure clarity, specificity, and context-awareness.

Prompts should be designed to explicitly communicate task objectives while minimizing ambiguities
(C1, C2). Although deterministic correctness for prompts is infeasible, ensuring reliability remains
a core objective (C3).

Non-functional requirements, in contrast, ensure that prompts produce secure, fair, efficient, and
robust behaviors. Prompts should be resistant to bias amplification, adversarial manipulation, and
ethical risks (C5, C9). Additionally, performance constraints, such as response latency and token
efficiency, must be balanced against quality and interpretability. As LLMs do not follow traditional
error-handling mechanisms (C7), prompt robustness must be evaluated under adversarial conditions
to prevent failures that might otherwise go unnoticed.

Due to the probabilistic and evolving nature of LLMs, the definition, scope, and prioritization of
functional and non-functional requirements must remain adaptable and be continuously refined
through empirical validation.
O3: Multi-objective prompt requirements trade-off (C4, C5, C8, C9). Promptware engineering
often requires balancing competing objectives, making trade-off analysis a critical aspect of RE.
For instance, role-playing techniques, which guide LLMs to assume specific roles, can enhance
response relevance but may also amplify pre-existing biases [28] (C5). Similarly, improving prompt
clarity and specificity by providing detailed instructions enhances output quality but increases
token consumption, impacting computational efficiency and cost.
Addressing these trade-offs necessitates a structured framework for systematically evaluating

competing priorities. Since LLM execution is inherently non-deterministic (C4) and lacks direct
execution control (C8), trade-off decisions need to rely on empirical testing and iterative refinement
rather than formal verification. Additionally, prompt security (C9) must be integrated into trade-off
considerations to prevent usability and performance optimizations from introducing vulnerabilities
such as prompt injection attacks.
Developing systematic methodologies for balancing multiple prompt objectives remains a key

research challenge, requiring the integration of multi-objective optimization techniques into prompt-
ware engineering workflows.
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O4: Ambiguity-resilient prompt specifications (C2). Natural language prompts are inherently
ambiguous (C2), yet precise specification is crucial for achieving predictable and reliable perfor-
mance. Traditional software specification techniques are inadequate for promptware engineering
because they rely on formal syntax and semantics, whereas prompts depend on natural language,
which lacks the rigor necessary for deterministic validation. This challenge highlights the need for
new specification approaches that mitigate ambiguity while preserving the adaptability required
for effective prompt design.
One potential direction is the development of semi-formal or formal specification languages

specifically tailored for prompts. These languages could integrate structured templates with natural
language annotations to improve clarity and reduce ambiguity. For example, structured elements
could define task objectives, constraints, and contextual dependencies, while natural language
annotations provide flexibility and interpretability. A hybrid approach like this could enable auto-
mated validation and consistency checks, ensuring that prompts adhere to defined requirements
and perform reliably across varying conditions and use cases.

4.2 Prompt Design
Software design defines the architecture, components, interfaces, and characteristics of a system to
ensure it meets specified requirements. In the context of promptware engineering, design focuses
on structuring and organizing prompts to achieve effective model interactions.
The current prompt design has primarily been driven by the AI community. Common prompt

structures, such as zero-shot (direct queries without examples) [48], few-shot (providing in-context
examples) [9], Chain-of-Thought (CoT, breaking down reasoning into intermediate steps) [50],
Tree-of-Thought (explicitly exploring branching reasoning paths) [55], self-consistency (sampling
multiple reasoning paths and aggregating their outputs) [49], and Retrieval-Augmented Generation
(RAG) (incorporating external knowledge retrieval) [27], are widely used but developed empirically
rather than systematically.
SE has a long history of formalizing design patterns, i.e., reusable solutions to common design

problems. A design pattern provides a high-level template for addressing specific challenges rather
than a rigid implementation structure. This concept can be extended to promptware engineering,
where recurring prompt structures and strategies can be classified as prompt design patterns,
offering systematic frameworks for designing effective prompts.
O5: Prompt design patterns (C1, C2, C3, C6, C7, C10). The SE community can collaborate with
AI researchers to move beyond ad hoc prompt templates and establish formalized prompt design
patterns with well-defined specification structures. Rather than relying on informal analogies to
classical SE patterns, such formalization would explicitly define a prompt pattern in terms of its
intent, applicability conditions, constituent components (e.g., roles, instructions, examples, and
constraints), and expected effects on model behavior.
A formal prompt pattern specification could further include constraints and invariants that

the prompt structure is designed to enforce, as well as known failure modes and trade-offs. This
aligns with emerging work on agentic design patterns [18], which demonstrates how interaction
patterns for intelligent systems can be systematically described, analyzed, and reused. In particular,
a formal prompt pattern may specify the interaction structure and information flow between prompt
instances, such as how intermediate outputs are constrained, validated, and passed across steps,
as exemplified by prompt chaining patterns in agentic systems. Adopting a similar specification
discipline would allow prompt patterns to be reasoned about, compared, and incrementally refined,
rather than treated as purely descriptive heuristics.
Formalizing prompt design patterns in this manner promotes standardization (C1), enabling

consistent and reproducible prompt practices, and supports systematic optimization to improve
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prompt quality and reduce ambiguity (C2, C3). It can also help delineate LLM capability boundaries
by clarifying which classes of tasks particular prompt structures are suitable for, and where they
are likely to fail (C6).
Beyond codifying existing practices, there is an opportunity to discover new prompt design

patterns through systematic experimentation, empirical evaluation, and longitudinal analysis of
prompt usage. For example, recursive prompting, where the output of one interaction is explicitly
constrained and fed into subsequent iterations, may constitute a distinct pattern for tasks requiring
iterative refinement or sustained state tracking (C10). Similarly, failure-resilient prompt patterns
that incorporate self-checking or fallback strategies could be formalized to mitigate hallucinations
and improve robustness (C7).
O6: Prompt design tools (C1). Just as SE provides tools such as Unified Modeling Language
(UML) diagrams to support the implementation of design patterns, the SE community can develop
specialized tools for prompt design. These tools could assist promptware engineers in visualizing,
assembling, and validating prompt structures (C1), streamlining the development process, and
enhancing prompt effectiveness.
O7: Prompt design metrics (C1, C4, C5, C7, C10). In traditional SE, design quality is typically
assessed using metrics such as cohesion, coupling, and complexity. Applying similar metrics
to prompt design could establish a structured and rigorous evaluation framework for prompts.
Cohesion could measure how effectively the components of a prompt work together to achieve
the desired outcome. Coupling might evaluate the extent to which a prompt depends on external
systems, such as retrieval-based components in RAG. Complexity could assess the structural
intricacy of a prompt (C1) and the cognitive load it imposes on the LLM (C5).
Additional prompt-specific metrics could further enhance evaluation. A memory evaluation

metric could quantify how well a prompt maintains context across multiple turns, ensuring critical
information persists throughout an interaction (C10). A probabilistic determinism score could
measure output variance for the same input, assessing reliability across different LLM versions
and temperature settings (C4). Moreover, error-handling metrics could evaluate how effectively a
prompt minimizes hallucinations and ambiguous responses (C7).
O8: Prompt pattern repositories (C3, C6, C9, C10). A shared repository of prompt design
patterns, akin to the design pattern catalog in SE, could enhance innovation and standardization in
promptware engineering. Such a repository would provide promptware engineers with a collection
of well-documented, reusable solutions for common challenges, facilitating faster adaptation
and iteration. By reducing reliance on trial-and-error approaches, this resource would promote
consistency and improve prompt quality (C3).

Additionally, the repository could include capability-aware prompt patterns, documenting which
designs are best suited for specific LLM functionalities (C6).

Security should also be a core component of this repository (C9). A dedicated section on adver-
sarial robustness patterns could catalog techniques for mitigating prompt injection and unintended
information leakage.

Finally, patterns for long-term dependency tracking (e.g., summarization prompts that maintain
context across multiple exchanges) could help address LLM statelessness, a key limitation in
multi-turn interactions (C10).

4.3 Prompt Implementation
In traditional SE, the implementation phase focuses onwriting programs that translate specifications
into code. In the context of promptware engineering, implementation involves crafting prompts as
natural language instructions to be processed by LLMs. Drawing from established SE practices, we
highlight several research directions that could enhance the implementation of prompts.
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O9: Prompt-centric programming languages (C1, C2, C7). A key opportunity in promptware
engineering lies in the design of prompt-centric programming languages that treat prompts as
first-class program entities rather than unstructured natural-language strings. Such languages
would provide dedicated primitives for expressing prompt templates, contextual dependencies
(e.g., roles, constraints, and examples), and structured output contracts, enabling prompts to be
composed, parameterized, and reused in a principled manner.
Beyond existing frameworks such as LangChain [36] or Liquid [2] prompt templates, which

focus on prompt orchestration and textual templating rather than language-level abstractions,
prompt-centric languages could introduce formal programming abstractions, including modular
prompt units, explicit context scoping, and typed or constraint-based output specifications, to
support static reasoning and systematic error handling (C1, C2, C7). Unlike traditional programming
languages, which assume deterministic semantics, these languages need to explicitly account for
LLM non-determinism, for example, by adopting soft or refinement-based types, confidence-aware
contracts, or property-level specifications that constrain acceptable outputs rather than prescribing
exact values (C2). For instance, a prompt unit may define a task description and role context together
with an output contract that specifies required structural or stylistic properties of the response,
while allowing variability in the exact generated content.

From a language-design perspective, prompt-centric programming languages naturally favor
declarative constructs [26, 52] for expressing user intent and output properties, while selectively
incorporating imperative control for prompt orchestration and interaction flow, resulting in a
hybrid paradigm suitable for promptware systems. Recent work on controlled natural languages for
prompts, such as CNL-P [52], demonstrates the effectiveness of declarative, grammar- and semantics-
constrained prompts with static analysis support. Prompt-centric programming languages can
build on and extend this line of work by situating such declarative prompt specifications within a
broader SE context that supports modularity, composition, analysis, and long-term maintainability
of promptware artifacts.
O10: Prompt compilation (C1, C2, C9). Natural language is ambiguous and context-dependent
(C2), making it difficult for LLMs to interpret prompts with precision. This challenge resembles
a well-known problem in SE, where high-level programming languages must be transformed
into structured, optimized machine code to ensure reliable execution. In traditional computing,
compilers address this issue by systematically analyzing, refining, and restructuring code before it
reaches the processor. Inspired by this concept, we envision prompt compilation, a process that
translates human-written prompts into well-defined, optimized representations that LLMs can
process more effectively.
Prompt compilation can involve multiple stages to ensure that a prompt is both information-

dense and logically structured. First, the prompt undergoes lexical and syntactic analysis, where it
is tokenized and parsed to extract key concepts, tasks, and dependencies. The next step involves
creating a prompt intermediate representation, a structured, language-agnostic format that serves
as an intermediary between raw prompts and LLM execution. This representation enables sys-
tematic analysis and transformation of the prompt, ensuring that it is logically sound and free
from ambiguity (C2). After the creation of prompt intermediate representation, semantic opti-
mization refines the structure further (C1), making implicit logic explicit, reorganizing sub-tasks,
and converting natural language instructions into a clear execution plan. To improve efficiency,
token compression eliminates redundancies, reformats expressions for clarity, and, when necessary,
translates the prompt into a more compact form to reduce computational overhead. Finally, as
part of the compilation process, security enhancements introduce constraints and safeguards (C9).
These prevent prompt injection attacks and unintended outputs, ensuring that the prompt is not
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only efficient and logically sound but also secure during execution, much like how compilers ensure
that the machine code is robust and free from errors before it runs on the processor.
O11: Prompt-centric IDEs (C2, C3, C4, C7, C10). In traditional SE, Integrated Development
Environments (IDEs) facilitate coding, debugging, and testing. A similar opportunity exists in
promptware engineering to develop prompt-centric IDEs, which is also discussed in a recent pa-
per [23]. These specialized tools could offer features like real-time feedback on prompt performance,
automatic generation of prompt variations, and integration with prompt evaluation metrics (C3).
By streamlining prompt creation and refinement, such tools could significantly reduce the time
and effort required to implement high-quality prompts.
Given the non-deterministic nature of LLM outputs (C4), the IDE could incorporate features

that assess probabilistic consistency across prompt outputs, helping engineers track variability
and ensure reproducibility. The IDE could also integrate contextual checks to identify ambiguities
in prompts (C2), offering error messages to inform potential issues (C7) and suggestions to make
them more explicit and deterministic. Additionally, integration with external memory mechanisms
(C10) would help maintain the coherence of prompts over time, especially in long-term interactions
O12: Prompt optimization (C1, C2, C3). Prompt optimization is a significant challenge in
promptware engineering. Unlike traditional software code, which benefits from established analysis
and optimization tools, prompts are highly context-sensitive (C2), requiring a more nuanced
approach to optimization. The outputs of prompts can be influenced by subtle variations in wording
(C3), context, and structure, making it difficult to ensure consistency and effectiveness across a
broad range of tasks. In prompt optimization, factors such as structure, tone, contextual information,
and task-specific instructions must be fine-tuned to improve outputs (C1, C2).
To address these challenges, search-based SE methodologies [21] offer promising solutions.

Search-based SE techniques, such as genetic algorithms, can automatically explore and evaluate
different prompt configurations to identify the optimal combination of elements (such as wording,
structure, and context) that maximizes effectiveness across various tasks. By iterating through
diverse variations, these methods enhance robustness and mitigate the impact of subtle prompt
differences. Additionally, context-aware optimization algorithms can dynamically adjust the prompt
elements in real-time, ensuring that the prompt remains effective even as context or task require-
ments change. Furthermore, multi-objective optimization frameworks can help balance competing
factors such as accuracy, consistency, and efficiency, providing a comprehensive solution for prompt
optimization.
O13: Online prompt implementation (C2, C6, C10). Prompt development frequently requires
online implementation, where responses are generated in real time with minimal delay to ensure
prompt user feedback [6]. The need for online prompts stems from the dynamic runtime envi-
ronment (C6), which contrasts with the more rigid, controlled setup of traditional offline systems.
While online systems are preferred for their responsiveness, the transition from offline to online
frameworks is not always feasible due to the continuous adaptability required in real-time contexts.
The primary challenge of online prompt implementation lies in effectively balancing real-time

adaptability with contextual coherence and response accuracy. Unlike offline systems that rely
on static prompts, online systems must continuously evolve in response to user input, system
behavior, and fluctuating environmental factors. This inherent dynamism introduces difficulties in
maintaining the relevance and consistency of prompts, particularly when handling large-scale or
complex interactions. This area presents significant research opportunities, especially in developing
algorithms capable of learning from real-time interactions. Key avenues of exploration include
adaptive prompt generation, improving context-aware language understanding (C2), and advancing
long-term memory mechanisms that allow models to retain and recall context across multiple
sessions (C10).
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O14: Role-playing in prompts (C5, C6). Role-playing is a widely adopted prompting strategy for
enhancing the utility of LLMs by simulating real-world roles [44]. A key challenge in role-playing
prompts is specifying optimal roles, which requires a deep understanding of LLMs’ human-like
characteristics and their capabilities in role-playing (C5). This understanding is crucial for ensuring
better contextual understanding and engagement. Defining these roles also demands a balance
between clarity and flexibility—too rigid a role can limit the model’s responses, while too vague a
role can lead to loss of context. Additionally, the role must be tailored to LLMs’ capabilities (C6),
ensuring that it can effectively handle complex and dynamic interactions.
Specifying social roles in prompts can also introduce biases linked to stereotypes present in

training data [28]. This raises a significant issue: how can we use role-playing to improve interaction
while minimizing bias? Solutions could include refining role definitions, applying bias-mitigation
techniques, and continuously evaluating prompts across diverse demographic and cultural contexts.
Ethical guidelines and fairness-aware mechanisms should be integrated to ensure role-playing adds
value without reinforcing harmful stereotypes.
O15: Prompt libraries and APIs (C1, C2, C9). In SE, reusable code libraries have significantly
enhanced development efficiency. A similar approach in promptware engineering could involve
curated libraries of reusable prompt templates for common tasks such as summarization, ques-
tion answering, and translation. These libraries provide baseline prompts that engineers could
easily adapt to suit specific needs. To ensure standardization, these libraries would need to follow
consistent structures (C1) and allow for easy customization while minimizing ambiguity (C2).

However, similar to the open-source software ecosystem in SE, prompt engineering must address
challenges related to copyright and licensing. Recent research [39, 54] has highlighted the need for
frameworks that can define, detect, and resolve intellectual property issues. Developing licensing
models that strike a balance between open access, commercial use, and ethical considerations will
be crucial for the sustainable growth of promptware engineering.
Standardized prompt APIs for interacting with prompts and LLMs could further streamline

integration into larger software ecosystems. These APIs could include methods for prompt assembly
and output validation, enabling modular, maintainable, and scalable prompt-based applications. To
ensure the security of prompt execution and protect sensitive data, these APIs should incorporate
access control mechanisms (C9) that define who canmodify or access specific prompt configurations.
Additionally, these standardized APIs could support dependency tracking across reusable prompts,
improving both the modularity and traceability of the promptware engineering process.

4.4 Prompt Testing and Debugging
Software testing verifies whether software behaves as expected, while debugging identifies and
resolves issues. In promptware engineering, prompt testing and debugging aim to detect and correct
undesired behaviors triggered by prompts. Unlike traditional testing and debugging, which focus
on deterministic code, prompt testing and debugging need to handle non-deterministic outputs
and ambiguous specifications, introducing unique challenges.
O16: Flaky test of prompts (C2, C4, C5). In SE, a flaky test refers to a test that produces
inconsistent results, yielding failures or successes unpredictably across multiple runs without
changes to the underlying code [33]. This issue is particularly prevalent in prompt testing, where
the probabilistic nature of natural language (C2), combined with the non-deterministic outputs of
LLMs (C4), creates challenges in ensuring consistent test results.
To determine whether a test passes or fails, multiple attempts may be necessary, relying on ag-

gregated or consensus-based assessments to distinguish between random fluctuations and genuine
prompt flaws. One potential solution is to move beyond the traditional binary pass/fail approach,
introducing a success threshold (e.g., requiring outputs to be highly similar in at least 80% of
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test runs). While this reduces the impact of random variations, it does not entirely eliminate the
uncertainty associated with flaky tests.

To mitigate randomness, researchers often adjust the temperature parameter, which influences
the level of creativity and variability in the generated text [37]. A temperature of zero minimizes
randomness, yielding more deterministic outputs. However, even with this setting, LLMs still
exhibit some degree of variability [37]. Moreover, real-world applications typically require higher
temperature settings to encourage more dynamic and creative responses (C5). Testing with a
temperature of zero may not fully represent real-world scenarios, leaving flaky test in prompt
testing as a significant challenge. Flaky test for prompts remains an open problem, and further
research is needed to develop more dependable solutions.
O17: Test input generation in prompt testing (C1, C2, C4). Test input for prompt testing refers
to the specific values assigned to different elements (i.e., variables) within a prompt. In practice,
prompts may receive inputs from both LLMs and other software components. For example, in a
code generation scenario, a prompt might include a task description provided by other components,
as well as feedback or contextual information from prior LLM-generated outputs. This interaction
introduces challenges for test input generation in prompt testing.
Specifically, it becomes difficult to generate representative and comprehensive test data that

covers the range of possible inputs the prompt might encounter during actual usage (C1). The
dynamic nature of inputs, such as changing task descriptions or evolving context from prior LLM
outputs (C2), means that test inputs must account for a wide variety of conditions. Additionally,
the interdependence between prompts and external software components adds another layer of
complexity, as testing requires ensuring that both the prompt and the surrounding system behave
cohesively and predictably.
Further complicating matters, the variability introduced by previous LLM outputs (which may

differ slightly each time, due to factors like randomness) makes it hard to ensure consistent test
coverage (C4). Test inputs need to be designed to capture this stochastic behavior while still
allowing for reliable evaluation of the prompt’s functionality. This dynamic and multifaceted nature
of prompt testing demands robust input generation strategies that can handle the unpredictability
of real-world interactions.
O18: Test oracle in prompt testing (C1, C2, C3, C4). The test oracle problem, which involves
determining the correct behavior in response to an input, is a well-known challenge in software
testing [7]. In prompt testing, a test oracle is a mechanism or reference that assesses whether the
output triggered by a prompt with a given test input is correct or acceptable. Unlike traditional
testing, where the expected output is typically clear and deterministic, prompt testing faces a greater
challenge due to the inherent subjectivity and open-ended nature of many LLM prompts (C1, C2).
For example, prompts might ask the model to provide helpful or polite responses or elicit creative
problem-solving. These specifications are often vague and context-dependent, complicating the
determination of a ‘correct’ output (C3).

In current promptware practices, manual evaluation is often used to assess output correctness [35].
While effective, this method is time-consuming and susceptible to human biases. Techniques like
multi-reviewer consensus or double-blind evaluations can mitigate these biases by offering more
balanced judgments. An alternative, the LLM-as-a-judge approach, uses one LLM to evaluate
another’s output [10]. While this method can expedite testing by filtering out clearly incorrect
or inappropriate responses, it may amplify biases if the models share similar training data or
limitations. Therefore, human oversight remains essential, particularly in high-stakes contexts.

Metamorphic testing is a common technique used to address the traditional test oracle problem.
This method defines relationships, known as metamorphic relations, between variations in input
and expected output consistency [11]. For example, when testing a prompt for code generation,
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rephrasing the task description should result in consistent model responses if the prompt is well-
constructed. If significant discrepancies arise between the rephrased inputs and outputs, it may
indicate a flaw in the prompt. However, because LLMs often produce different outputs for the
same prompt (C4), it is difficult to assess whether the variation is due to prompt inconsistencies or
model behavior. To address this, research can focus on developing metamorphic testing techniques
specifically designed to test how small, controlled changes in input influence outputs, ensuring
that expected behavior remains consistent across variations.
O19: Test adequacy in prompt testing (C1). Test adequacy is a key concept in traditional software
testing, used to assess the coverage provided by existing tests [17]. In this context, it measures how
thoroughly various aspects of the software, such as different code paths or functional areas, are
tested. In prompt testing, adequacy shifts focus to evaluating how well different components of a
prompt, such as task descriptions, context, examples, and formatting requirements, are covered.
Unlike traditional testing, which often relies on metrics like branch coverage, these methods are
not directly applicable to prompt testing due to the unstructured and flexible nature of natural
language. One way to improve test adequacy is by developing formalized structures (C1) for prompt
components, which would provide a clearer basis for establishing coverage metrics.
O20: Unit testing and integration testing of prompts (C4, C8). Unit testing involves evaluating
individual prompts or closely related sets of prompts in isolation to ensure that each prompt
functions as intended. This approach verifies that each prompt meets its specific requirements
without interference from other prompts or external contexts. However, in complex LLM-based
software, prompts are often chained together [30], as in conversation flows where each response
depends on previous inputs. Integration testing ensures that these interconnected prompts produce
coherent, accurate, and contextually consistent outputs when used together. Errors that may go
undetected during unit testing can surface only when prompts interact in real-world conditions,
highlighting the importance of integration testing to verify the system’s overall behavior. Since
determinism and execution control are often difficult to guarantee in LLMs (C4, C8), enhancing
integration testing might involve developing tools that give developers more control over the flow
of execution, including debugging tools that make internal processes more observable. This will
help identify where unexpected results emerge during prompt interactions.
O21: Non-functional testing of prompts (C5, C9): As prompt-enabled systems are increasingly
adopted in human-centric applications, ensuring that non-functional requirements such as fairness,
security, and privacy are met is becoming critically important. Non-functional testing helps verify
that these aspects are addressed thoroughly.

Fairness testing. Since LLMs exhibit human-like characteristics (C5), they may also display human-
like social biases or discriminatory tendencies when prompted with inappropriate inputs [28, 45].
These biases can lead to the unfair treatment of specific groups or perpetuate harmful stereotypes
related to various roles. If left unchecked, the repeated use of biased responses can normalize
these stereotypes, subtly influencing public perception and reinforcing social inequalities. Fairness
testing aims to identify biases caused by prompts.

Security testing. Security testing aims to identify vulnerabilities that could compromise the safety
and integrity of prompt-enabled systems. For example, adversarial attacks like prompt injection (C9)
exploit weaknesses by crafting malicious inputs to manipulate the LLM or bypass safeguards [12].

Privacy testing. Given that prompt-enabled systems often handle sensitive information, ensuring
privacy is crucial. Prompts must undergo rigorous testing to ensure they do not inadvertently
expose private or confidential data (C9). For example, if a prompt prompts an LLM to disclose
sensitive information, whether from user input or internal training data, it constitutes a serious
privacy breach.
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O22: Prompt debugging (C4, C6, C7, C8, C10). Poorly constructed or ambiguous prompts may
result in incorrect or undesirable outputs. Prompt debugging focuses on identifying and resolving
these issues.

A primary challenge in prompt debugging is reproducing bugs, as LLMs are often black-box and
stateless, exhibiting flakiness, i.e., identical prompts can produce inconsistent outputs (C4). This
variability complicates bug reproduction, especially when context, recent interactions, or model
updates change outputs. To address this, robust debugging mechanisms are essential. Tools that
capture and replay the system’s state during prompt execution can help developers reproduce bugs
and analyze discrepancies across different configurations. In this context, state capture does not
aim to access internal states of the LLM, which can be inherently opaque, but rather to record an
externally observable prompt execution state. This state includes the prompt artifact (e.g., template,
instructions, and exemplars), runtime configurations (e.g., model version and decoding parameters),
and interaction context (e.g., conversation history and intermediate tool outputs). Capturing these
elements defines a versioned, replayable execution boundary, enabling controlled re-execution
despite the black-box and stateless nature of LLMs.
Once a bug is reproduced, identifying its root cause, i.e., whether in the prompt design or

the model’s behavior, becomes crucial. The black-box nature of LLMs (C6) complicates this, as
developers lack visibility into the model’s internal processes. Additionally, the absence of execution
control (C8) means developers cannot inspect intermediate states. As a result, prompt debugging
often relies on indirect techniques like prompt decomposition and ablation studies, modifying parts
of the prompt to isolate the cause. However, in multi-turn or multi-step prompts, the inherent
flakiness of LLMs (C4) further complicates localization across runs, as the same prompt may
yield different outputs under identical conditions. To address this challenge, debugging should be
conducted at the level of a prompt debugging session, defined as a bounded, versioned sequence of
prompt executions in which developers iteratively modify prompt components while holding the
captured execution state fixed. This session-based abstraction does not eliminate flakiness, but it
provides a structured framework to track and compare multiple executions, enabling statistical
reasoning to distinguish genuine faults from stochastic variation. By organizing the debugging
process at the session level, failures can be systematically analyzed across interactions rather than
treating each prompt invocation in isolation.

After localization, the next challenge is bug fixing, where the problematic section of the prompt
is adjusted while preserving its intended functionality. While bug fixes may resolve one issue,
they can inadvertently introduce new ones, especially in multi-step or CoT prompts. To mitigate
this, automated tools should be implemented to suggest and verify prompt modifications based
on known patterns of failure. This pattern-based approach would help developers apply proven
solutions to recurring problems, thereby streamlining the debugging process and reducing errors.

Additionally, incorporating error-handling mechanisms within LLMs could enhance their ability
to provide explicit feedback when an issue arises. Instead of leaving developers to infer the problem,
LLMs could flag uncertainties or ambiguities in the prompt and suggest improvements. This would
address the lack of structured error messages (C7) and make the identification and resolution of
issues more efficient.
Finally, for complex, multi-step prompts, maintaining continuity across interactions is crucial.

Since LLMs lack persistent memory (C10), external mechanisms for contextual memory could be
used to maintain coherence across multiple exchanges. This would help reduce errors caused by
the loss of context and ensure smoother debugging, particularly for longer chains of reasoning.

ACM Trans. Softw. Eng. Methodol., Vol. 1, No. 1, Article . Publication date: January 2026.



Promptware Engineering: Software Engineering for Prompt-Enabled Systems 17

4.5 Prompt Evolution
Software evolution typically involves iterative development and updates. Similarly, prompts require
proactive adaptation and continuous refinement, especially in dynamic environments.
O23: Evolution driven by code, LLM, and user feedback (C1, C4, C5, C6). Prompt evolution
in LLM-based software is influenced by code changes, LLM updates, and user feedback. Unlike
programming languages, prompts lack explicit syntax rules, making adaptation more challenging
(C1). Additionally, LLMs generate responses probabilistically, complicating consistent behavior
from prompt modifications (C4). As LLMs evolve with updates and new training data, prompts
must be revalidated to prevent performance degradation (C6). LLMs’ human-like reasoning (C5)
also introduces susceptibility to implicit biases and shifting linguistic patterns, requiring tracking
and adaptation.

To streamline prompt evolution, researchers and practitioners can develop context-aware prompt
management systems that automatically detect shifts in code, model behavior, and user feedback,
adjusting prompts accordingly. One approach is to introduce structured prompt templates and
metadata tracking to improve control over prompt modifications. Additionally, automated validation
mechanisms can assess whether prompt adjustments yield reliable results.
O24: Versioning and traceability (C3, C4, C6, C8, C9). In traditional SE, version control
systems like Git are essential for tracking code changes and maintaining traceability. Similarly,
promptware engineering would benefit from specialized version control tools to track prompt
iterations, document modifications, and ensure accountability (C3). Such systems would enable
engineers to compare prompt versions, ensuring consistent refinement and structured evolution.

Since prompts interact dynamically with evolving LLMs (C6), maintaining compatibility between
prompt versions and software upgrades is critical. Any modifications, especially those prompted
by LLM updates, code changes, user feedback, or shifting use cases, should be thoroughly docu-
mented. Given the non-deterministic nature of LLM execution (C4), precise versioning strategies
are necessary to mitigate unintended variations in model behavior.
To support these, prompt versioning systems should incorporate detailed changelogs, update

metadata, and explicit compatibility requirements, mirroring the principles of semantic versioning
in traditional software. Additionally, automated diff-checking mechanisms could highlight changes
in prompts and their impact on LLM responses, improving reliability.

Furthermore, access control mechanisms should be integrated into prompt management systems
(C9) to ensure that modifications are authorized and traceable, preventing unauthorized edits
or security vulnerabilities. Since prompt debugging remains experimental and lacks structured
debugging tools (C8), versioning should support rollback mechanisms to restore previously stable
versions when regressions occur.

4.6 Prompt Deployment and Monitoring
Modern SE increasingly emphasizes the integration of development and operations (DevOps),
ensuring that applications are not only well-designed but also reliably deployed, monitored, and
continuously improved. Similarly, promptware engineering must address deployment and runtime
challenges, where the interplay of LLM characteristics and prompt design introduces unique
research opportunities [13, 42].
O25: Deployment pipelines and automation (C1, C2, C4, C6, C8). The lack of formal syntax and
structure in prompts (C1) and their inherent ambiguity (C2) complicate systematic pre-deployment
testing and validation, making it difficult to ensure that prompt outputs meet intended goals. To
mitigate these issues, CI/CD-like pipelines can be designed for promptware that integrate auto-
mated testing tailored to prompt semantics and contextual requirements. Non-deterministic LLM
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outputs (C4) and unclear capability boundaries (C6) further challenge consistent behavior across
deployments, suggesting the need for controlled rollout strategies such as canary deployments,
staged releases, and safe rollback mechanisms. Limited execution control (C8) motivates the devel-
opment of structured prompt templates and metadata tracking, enabling reproducible deployment,
traceable modifications, and robust management of prompt evolution in production.
O26: Runtimemonitoring and observability (C3, C4, C5, C6, C7, C9). Because correctness and
quality are difficult to define for prompts (C3), and LLM outputs are non-deterministic (C4) while
exhibiting human-like reasoning behaviors (C5), traditional monitoring techniques are insufficient
to capture anomalies, biases, or unexpected interpretations. Establishing thresholds for normal
versus abnormal behavior is complicated by unclear capability boundaries (C6) and the absence of
explicit error signaling (C7).
At the same time, limited access control (C9) exposes promptware to concrete operational

and security threats, including prompt injection attacks, unintended data leakage, and jailbreak
behaviors. For example, prompt injection may cause an LLM to override system instructions;
data leakage may occur when sensitive context is unintentionally exposed in model outputs; and
jailbreaks can bypass safety or compliance constraints at runtime.
These threats motivate the need for runtime observability mechanisms that go beyond passive

logging. In practice, prompt-enabled systems can integrate guardrails and policy checks to validate
inputs and outputs, role-based access control to restrict prompt modifications, and audit logs to
track prompt evolution and usage. Observability frameworks can continuously monitor outputs for
functional, performance, reliability, and security metrics, and surface trustworthiness indicators
such as stability, fairness, safety, and compliance via dashboards and automated alerts.
Sandboxing, automated red-teaming, and security-focused monitoring techniques can further

complement these frameworks, enabling real-time detection and mitigation of operational and
security issues.
O27: Adaptive monitoring with feedback loops (C2, C4, C5, C10). Ambiguity and context
dependence in prompts (C2), combined with LLM non-determinism (C4) and human-like reasoning
(C5), make promptware behavior dynamic and sensitive to runtime conditions. The absence of
persistent memory (C10) further complicates long-term tracking and adaptation. To address these
challenges, adaptive monitoring systems can incorporate user feedback, runtime performance data,
and error signals to drive semi-automated prompt refinement. By leveraging feedback loops and
external memory mechanisms, these systems can adjust prompt behavior dynamically, maintain
stable performance over time, and support continuous improvement across deployments.

5 Limitations and Future Work
As a vision paper, this work primarily focuses on articulating the conceptual framework for
promptware engineering and outlining associated research opportunities. Several limitations arise
naturally from this scope.

First, the proposed framework is largely theoretical and has not been implemented or empirically
validated. Its practical effectiveness, scalability, and usability remain to be demonstrated in real-
world prompt-enabled systems. Conducting systematic case studies, experiments, or deployment
trials is beyond the scope of the current paper but represents an important avenue for future
work. Empirical validation could evaluate the effectiveness of prompt development practices,
deployment pipelines, runtime monitoring, versioning strategies, and other lifecycle activities,
providing concrete evidence of the benefits, limitations, and trade-offs of promptware engineering.

Although we do not empirically validate the framework, we provide an illustrative vignette that
walks through the promptware engineering lifecycle. Consider a prompt-enabled customer support
system that uses an LLM to answer refund and delivery-related user inquiries. In the requirements
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phase, developers specify functional goals (e.g., generating accurate and polite responses), non-
functional constraints (e.g., response latency and per-query cost), and trustworthiness requirements
(e.g., avoiding biased or unsafe content). During design, these requirements are translated into
structured prompt templates that separate system instructions, task descriptions, and contextual
inputs, and define interactions with retrieved knowledge or backend tools. In implementation,
prompts are instantiated, parameterized, and versioned as first-class artifacts alongside code. Testing
evaluates prompts using automatically generated test cases, including edge cases and adversarial
inputs, together with test oracles that assess correctness, robustness, and fairness. After deployment,
runtimemonitoring continuously observes prompt behavior by tracking output quality, stability, and
policy compliance, logging prompt changes, and triggering alerts upon anomalies. As requirements
evolve or failures are observed, prompts are iteratively refined and redeployed, completing a full
promptware engineering lifecycle.
Second, effective application of the framework requires expertise spanning both prompt engi-

neering and traditional SE. Promptware engineers must understand not only how to craft effective
natural language prompts but also how to integrate them into a full software engineering lifecycle.
Achieving this integration demands a combination of linguistic, technical, and process-oriented
skills, which may not be readily available in all teams or organizations. Small teams or organiza-
tions with limited resources may face challenges in adopting systematic promptware engineering
practices, potentially limiting the framework’s applicability in certain contexts. Future research
could explore methods to lower the technical barrier, including automated tooling, guided prompt
development environments, and training frameworks for multidisciplinary teams.

By acknowledging these limitations and outlining potential directions for support mechanisms,
we aim to provide a balanced perspective on promptware engineering while guiding the community
toward bridging the gap between conceptual vision and practical realization.

6 Conclusion
In this paper, we highlight 10 unique characteristics of promptware, which arise from its natural
language programming and the use of LLMs as runtime environments, in contrast to traditional
software paradigms. These characteristics introduce specific challenges that current experimental,
trial-and-error practices fail to adequately address. To overcome these limitations, we propose
promptware engineering, a systematic methodology that integrates established SE principles into
prompt creation and optimization, moving beyond the ad hoc methods currently in use. Without
the SE discipline, prompt development is likely to remain mired in trial-and-error. To support our
vision, we present a roadmap with 27 research opportunities across critical activities such as prompt
requirements engineering, design, implementation, testing, debugging, evolution, deployment, and
monitoring. We argue that promptware engineering is inherently interdisciplinary, sitting at the
intersection of SE and AI, and requires close collaboration between the two communities.
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